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Introduction

The Adlib webopac (wwwopac.exe or wwwopac.ashx) implements the Adlib functionality for web applications, and is installed as supplementary program to an existing web server (IIS 6.0 or higher for Windows Server 2003 or 2008).
But the program has no graphical interface, so therefore a (web) application is needed to address the wwwopac. Such an application can be a web site on which visitors can search your catalogue via the internet, and maybe place reservations, or take care of other business.
For this, the standard Adlib Internet Server web application (which can largely be adjusted to your preferences) is available.

When installing the Adlib wwwopac.exe CGI extension, you usually also install the Adlib Internet Server web application, although in some cases you may only want to install a wwwopac.exe server. 
The Adlib wwwopac.ashx on the other hand,  is a .NET HTTP handler through which the client-side Adlib API (Application Programming Interface) has been implemented. An Adlib Internet Server web application may be part of the package you are installing, but with this HTTP handler chances are you are building your own (web) application and you probably want to install the wwwopac.ashx server separately.
See the wwwopac installation guide for information limited to what you need to know to just install wwwopac.exe or wwwopac.ashx on a server. In the Adlib Internet Server installation guide before you, you’ll find information on how to install a complete Internet Server package.

OAI functionality is part of Adlib wwwopac.exe but is also released as separate software, in the shape of Adlib oaiserver.exe. This OAI Server doesn’t need a web application (from your side). See chapter 3 in the WWWOPAC reference guide for more information about OAI. The OAI Server can be downloaded from the Adlib web site. In chapter 6 of the installation guide before you, you’ll find information about the composition and global setup of the OAI Server package. 

1 Requirements

You will need the following software on the server to be able to use the Adlib webopac 6.5.2 or higher in combination with the Adlib Internet Server web application 3.1.0, or Adlib OAI Server:

1.1 wwwopac.exe, on the server(s) XE "server computer" 
· minimally Windows Server 2003 or Windows Server 2008. The Adlib Internet Server web application 3.1.0 does not function under Windows Server 2000, Windows NT4, 95, 98, or ME.

· an Adlib application (with a subfolder \data); although an application is not strictly necessary, just the \data folder is sufficient. A requirement is that the application data directory is actually accessible. If the data directory resides locally on a server, this accessibility is in principle not a problem. However, should the data directory be located on a different server, then you have to check whether the access rights to the share and the ntfs rights to the relevant folder have been set up properly. For access to the relevant share, by default the account is used under which the application pool is running.
For OAI Server, for the \data subfolder at least read-only rights, and for the \oaicollectresult and \oaidocumentresult result folders write access rights, must be set for web users.

· the wwwopac executable or oaiserver executable, plus accompanying files delivered with the package (see chapter 2 for a list). Put all dlls in the same folder as oai​server.exe or wwwopac.exe. Your web application can be placed on a different server. 
Optionally you can place the above mentioned files in the Windows \system32 folder too, instead of in the web application folder. Always, the \system32 folder is searched for said files first, and only when they are not present there the virtual directory from the search request is searched. But in \system32 the Adlib files cannot be kept up-to-date very comfortably.

· an adlib.lic file, containing your product license.

· gdiplus.dll XE "gdiplus.dll"  XE "adlibimg.dll" . The Microsoft file gdiplus.dll should be present on your system for the processing of images (not for oaiserver). 

· http server software must be installed on the servers on which wwwopac and the web application will be placed, such as IIS 6.0 for Windows Server 2003 or IIS 7.0 for Windows Server 2008. This makes it possible for workstations (client side) to access pages from the server. For the required Windows versions, these services are available: already installed, or on the Windows installation cd’s.

IIS stands for Internet Information Services, which is the web service for Windows that lets you publish information on your Intranet or the Internet. To use Adlib’s webopac executable or oaiserver.exe, you must have a web server installed, preferably IIS.

A web server XE "web server"  is a program that receives and handles web browser requests for web pages. The web server also starts additional programs and secures documents. The Adlib wwwopac or Adlib OAI Server is installed as an additional program with an existing web server.

All of Adlib Information Systems’ web applications use IIS and Active Server Pages. Other web servers with scripting support (e.g. Apache XE "Apache"  and PHP XE "PHP" ) can also be used, but in these cases customers themselves will have to provide the middleware scripts that are used in the multi-layer structure of Adlib Internet Server applications. AIS uses the Microsoft XML-parser (MSXML4 XE "MSXML4" ) for processing XML. This software can be downloaded free from the Microsoft web site.

· MSXML4 XE "MSXML4" . Version 4.0 SP2 of the MSXML parser from Microsoft should be installed. You can check this in your registry (Start > Execute, type regedit and click OK). In it, search for the text MSXML. If the parser is not present, then you can download this software from the Microsoft web site (http://www.microsoft.com); from their homepage search for MSXML4. Open the relevant download page, choose the msxml.msi file to download and store it on your hard disk. Now install the software by double-clicking the file.

· The Microsoft .NET Framework version 4.0 is not required on the server for a wwwopac.exe web service, but it is still recommended to create a (.NET) application pool for the web service, for safety reasons. 
For more information about .NET 4.0 see: http://msdn.microsoft.com/en-us/netframework/aa569263.aspx. 
(If .NET 4.0 still has to be installed, then please take into account that the web server might need rebooting after this installation.) 
On IIS 7, ASP.NET must operate in integrated mode (which is the default configuration). The application pool which we will create for the wwwopac.exe server later on in this manual, must run in this mode.
It is a requirement that physical or virtual folders above the wwwopac.exe folder do not run in earlier versions of the .NET Framework, so .NET 2.0 application pool must not contain applications or folders using .NET 4.0.
· If Active Directory authentication will be used for access to the database, instead of SQL authentication, then the application pool must be configured to use an account which has access to the SQL Server.

· Use servers with at least a dual-core Intel Pentium processor, and 2 GB RAM or more.

· Adserver.exe (not for oaiserver): the installation procedure has been designed for a workstation or server on which the Adlib program adserver.exe has not been installed yet. (Adserver is used for the Loans module.)

1.2 wwwopac.ashx, on the server(s) XE "server computer" 
· minimally Windows Server 2003 or Windows Server 2008. The Adlib Internet Server web application 3.1.0 does not function under Windows Server 2000, Windows NT4, 95, 98, or ME.

· an Adlib application (with a subfolder \data); although an application is not strictly necessary, just the \data folder is sufficient. A requirement is that the application data directory is actually accessible. If the data directory resides locally on a server, this accessibility is in principle not a problem. However, should the data directory be located on a different server, then you have to check whether the access rights to the share and the ntfs rights to the relevant folder have been set up properly. For access to the relevant share, by default the account is used under which the application pool is running.
For OAI Server, for the \data subfolder at least read-only rights, and for the \oaicollectresult and \oaidocumentresult result folders write access rights, must be set for web users.

· the wwwopac.ashx, plus accompanying files delivered with the package.

· an adlib.lic file, containing your product license.

· http server software must be installed on the servers on which wwwopac.ashx and the web application will be placed, such as IIS 6.0 for Windows Server 2003 or IIS 7.0 for Windows Server 2008. This makes it possible for workstations (client side) to access pages from the server. For the required Windows versions, these services are available: already installed, or on the Windows installation cd’s.

All of Adlib Information Systems’ web applications use IIS and Active Server Pages. Other web servers with scripting support (e.g. Apache XE "Apache"  and PHP XE "PHP" ) can also be used, but in these cases customers themselves will have to provide the middleware scripts that are used in the multi-layer structure of Adlib Internet Server applications. AIS uses the Microsoft XML-parser (MSXML4 XE "MSXML4" ) for processing XML. This software can be downloaded free from the Microsoft web site.

· MSXML4 XE "MSXML4" . Version 4.0 SP2 of the MSXML parser from Microsoft should be installed. You can check this in your registry (Start > Execute, type regedit and click OK). In it, search for the text MSXML. If the parser is not present, then you can download this software from the Microsoft web site (http://www.microsoft.com); from their homepage search for MSXML4. Open the relevant download page, choose the msxml.msi file to download and store it on your hard disk. Now install the software by double-clicking the file.

· The Microsoft .NET Framework version 4.0 must be installed on the server. See: http://msdn.microsoft.com/en-us/netframework/aa569263.aspx. 
(If .NET 4.0 still has to be installed, then please take into account that the web server might need rebooting after this installation.) 
On IIS 7, ASP.NET must operate in integrated mode (which is the default configuration). The application pool which we will create for the wwwopac.exe server later on in this manual, must run in this mode.
It is also a requirement that physical or virtual folders above the wwwopac.ashx folder do not run in earlier versions of the .NET Framework, so .NET 2.0 application pool must not contain applications or folders using .NET 4.0.
· If Active Directory authentication will be used for access to the database, instead of SQL authentication, then the application pool must be configured to use an account which has access to the SQL Server.

· Use servers with at least a dual-core Intel Pentium processor, and 2 GB RAM or more.

· Adserver.exe (not for oaiserver): the installation procedure has been designed for a workstation or server on which the Adlib program adserver.exe has not been installed yet. (Adserver is used for the Loans module.)

1.3 On a work station (client)

· a web browser such as Microsoft Internet Explorer or Mozilla Firefox. This lets you view web pages.

· a network connection to the server on which the web application is located.

2 Security recommendations

An Adlib Internet Server system consists of four software layers, namely: 

1. the Internet Server web application, which embodies the (graphical) interface between computer users and the webopac (the Adlib core software);

2. the webopac, namely wwwopac.exe or wwwopac.ashx, which processes commands over http (coming from the user-friendly Internet Server web application, an application of your own or entered directly into the address field of a browser), retrieves the proper data from the database, and exports it as XML;
3. the Adlib .inf files (database structure files) which must be accessible to wwwopac via the file system, and possibly the Adlib CBF databases (the latter in case you are not using an Adlib SQL Server or Adlib Oracle database). The wwwopac.ashx doesn’t work with CBF.
4. the Adlib SQL Server or Adlib Oracle database which contains all records (in case you are not using Adlib CBF databases).
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The advantage of this structure is that each layer may be installed on a different server, to optimize the security of your network and databases. (For the functioning of the Adlib system, it doesn’t mattter whether you distribute the four layers over one, two, three or four servers.)
2.1 Server setup

Although the databases can be protected against illegal access in different ways, it is recommended to set up your Adlib Internet Server environment in such a way that security is handled on network level as well, by using the defences of servers. This is possible because the four software layers can be distributed over as many physical (or virtual) servers, and because the communication between those servers can be secured by means of hidden IP addresses and firewalls. The only* Adlib software layer which needs to be accessible to internet users directly (over http), is the Internet Server web application layer. So, you can place the Adlib Internet Server on a different server (let’s call it server 1 for now) than wwwopac** (on server 2), the .inf files (on server 3), and the databases (on server 3 or 4). The communication between server 1 and 2 will then proceed through IP adresses of both servers, hidden from internet users. A firewall can secure that communication even more, making it impossible for internet users to approach wwwopac or the databases directly.
Even if your Adlib Internet Server system is only available to co-workers on a (secured) local network, it may be useful to install the databases on another server, as a form of extra protection against external or internal hacking attempts.

Place the Adlib Internet Server in the DMZ (demilitarized zone or data management zone) of the server which makes web services available to the internet. A DMZ is a subnetwork which adds an extra security layer to your local network: external web users can only access the DMZ, not the entire network. Also, no direct communication should take place between Adlib Internet Server in the DMZ and wwwopac on the other server; that communication should be shielded by a firewall. Normally, port 80 is used for http, the protocol with which Adlib Internet Server communicates with wwwopac; therefore, port 80 should be open in the firewall.
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* 1. If you make an OAI repository available as well, then “users” (usually consisting of special search engines) must have access to wwwopac.exe or oaiserver.exe too, since OAI queries are not handled by an Adlib web application. For the security of your databases it is nonetheless wise to place the databases on a different server, and safeguard the data traffic between both servers through a firewall.
The same applies if you offer an SRW/SRU web service to make your database(s) accessible on the internet.

* 2. If users of your web application need to be able to retrieve images (of which your application indicates the address as URLs), then with the above setup it is necessary that the firewall allows outside http traffic to pass port 80 as well. Other contents (other than wwwopac and the images) of server 2 should be properly shielded though.
A better idea might be to use an IIS reverse proxy to access the webopac and images on server 2. A reverse proxy is used to forward outside http requests from the DMZ through a firewall on port 80 to another server within a domain: 

1. You will first have to install URL Rewrite using the IIS Web Platform Installer from http://www.iis.net/download/urlrewrite.

2. After installation of the IIS Web Platform Installer, it will be launched automatically. Type the words URL Rewrite in the search box in the top right and press Enter.

3. URL Rewrite will turn up in the search result. Click the Add button.

4. Also search for Application Request Routing and Add it.

5. Click the Install button and accept the license agreement. Finish and exit the Web Platform Installer after successful installation.

6. Start your IIS Manager (Control panel > Administrative tools > IIS Manager) and create a new Site for which you want to activate a reverse proxy: in Windows Server 2008, right-click the Sites node and choose Add web site in the pop-up menu. 
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This site will not have any data or application files. For the Site name, enter a name which will only be used internally as the first part of your new host header, for example wwwopac or another unique name. As the Application pool, preferably choose one exclusively to this new site: create one first if it doesn’t exist yet. You can leave that application pool to its default settings since nothing really happens in this site, except for the URL rewriting. Physical path can be left empty. Binding type, IP address and the Port can be left to their default settings. Your Host name will become something like wwwopac.ourinstitution.org. Start the web site immediately and click OK.
7. Select the new web site in the IIS Manager and in the right window pane, start URL Rewrite.

8. In the URL Rewrite window, click the Add rule(s) option in the column on the right.

9. Select Reverse proxy in the Add Rule(s) window, click OK and accept the activation for application request routing.

10. In the Add reverse proxy rules dialog, fill in the destination server name (where the webopac resides – this can be a server inside the domain, behind a firewall) in the Inbound rules, for example adlibappserver.ourinstitution.local. 
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Keep the Enable SSL Offloading option marked, and in the Outbound rules mark the Rewrite the domain names of the links in HTTP responses option. In the From field, also enter the destination server name, and in To, enter the DMZ server name (the host name of the reverse proxy site). Click OK to store these rules. The default settings for the added rules are fine for use with the Adlib webopac, so the setup of the reverse proxy itself is now done.
11. Now your Adlib Internet Server web application has to refer to the host name of the reverse proxy, in the globalsettings file, so that the reverse proxy can forward http requests to the webopac in the internal domain. This way you only need to allow http traffic through port 80.
[image: image5.png]httpl T htmi
1

Adlib Internet Server 3

—>| Reverse proxy
e proxy

DMZon server 1 (1is) Vi 1P addressA
firewall
images va .nffiles | CBF
server2 (Iis) wwwopac 1P address B
saL | Oracle
server3

“Port 80




Note that you don’t need an Adlib Internet Server web application per se to make good use of a reverse proxy: direct http traffic to and from wwwopac.ashx (the Adlib API), without an Adlib Internet Server web application, can also be protected this way.
As an alternative to both options above you could also place a copy of wwwopac and accompanying files** (amongst which a second, sufficiently configured adlibweb.xml file) and the images themselves on server 1. This will allow the web application to retrieve images from server 1, and database records from server 2. However, this alternative is not preferred because the images have to reside redundantly on two servers at the same time.
** wwwopac.exe must always be located in a folder together with the following files, to function:

· adliblic.dll (license functionality library), adlib.lic (your Adlib license), adlibu.dll (search engine library), adlibweb.xml (configuration file), adlibimg.dll (function library for image processing). 

Optionally accompanying files for wwwopac.exe are: 

· adserver.exe (executable for (online) reservations; must be installed via adserverinstall.bat) and adserver.dll (function library for adserver); 

· oaiserver.exe (for OAI functionality; can be used instead of wwwopac.exe for this purpose, with the same accompanying files plus oai_dc.xsl; configuration in adlibweb.xml); 

· sdi.exe (scheduled pointerfile processing; uses the same dll’s as wwwopac.exe) and evalsmtp.dll (for e-mail functionality; plus mfc80.dll, msvcp80.dll, msvcr80.dll, msvcrt.dll; configuration in adlibweb.xml or default.sdi). 
Note that the number “80” in the above file names has to do with the version of Visual Studio in which wwwopac.exe was compiled. Older versions of wwwopac.exe use the number “71”, future versions another number.

3 The installation procedure

As mentioned, MSXML4 and IIS have to be installed first.

3.1 Step 1: create separate folders XE "sub folder" 
When you spread the different components of an Adlib Internet Server system over different servers, as recommended in the previous chapter, this automatically creates the desired situation in which those components are located in different folders.
If you are placing your Adlib Internet Server web application, including the webopac, together on one server anyway, then it is recommended to have two different folders for the Internet Server web application and the webopac with its accompanying files, and have these folders at the same level in the directory structure, not one folder nested inside the other. 

In all cases, the different folders should have their own virtual directory/application and their own separate application pool, so that a disrupted process in one place doesn’t disrupt processes elsewhere. 
You may even have a setup with three main folders (and as many virtual directories and application pools): one for the web application, one for wwwopac.exe and accompanying files, and one for wwwopac.ashx and accompanying files. This situation may occur when your Adlib web services are in a transitory state, where you still have CBF databases for which you need wwwopac.exe, but also like to take advantage of the image handling capabilities of wwwopac.ashx, for example. 

For OAI Server you can put the folders Collect and Document as subfolders in one main folder. 
When you copy folders from a cd to your computer, you will still have to remove the Read only marking: in Windows Explorer, right-click the folder to which you have just copied all files, choose Properties in the pop-up menu and unmark the Read-only option. Click Apply and choose the Apply changes to this folder, subfolders and files option, in the window that appears, before clicking OK.

Also note that under Windows Server 2008 the subfolder which holds the executables, must not be named \bin: only compiled dlls of the .NET application are allowed in the \bin folder. 
Step 2: IIS 6 setup under Windows Server 2003
 installing wwwopac(.exe) or oaiserver XE "virtual folder" 
Besides a folder for all internet files, you need to make at least one new virtual folder in IIS XE "IIS" , to secure your server and to create an Internet address. In Windows Server 2003, you do this as follows:
1. Open IIS by clicking Start > All programs > Administrative tools > Internet Information Services (IIS) manager.

2. Open the Web Sites node and right-click the website in which you want to accomodate your Adlib web application. In the shortcut menu that opens, select New > Virtual Directory (see image below). The Virtual Directory Creation Wizard opens.
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3. Create a new virtual folder with the wizard. Choose a name for the virtual folder (AdlibWebApp, wwwopac, AdlibOAICollect or AdlibOAIDocument for example; for OAI Server each database configuration folder must get its own virtual folder!), and then browse to the real, physical folder on your system in which all Internet Ser​ver/OAI Server subfolders and files can be found (for example the folder \InternetServer, \oaicollectconfig or \oaidocumentconfig). 

4. Finally in the wizard, you must specify the rights for this folder (see image below). For Internet Server you should check at least Read, Run scripts and Execute for the web application to work. For OAI Server that has to be minimally Read and Execute. If you want users of the Internet Server web application to be able to save for instance pointer files, also check the option Write. Complete the wizard.
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5. Then, in the Internet Information Services (IIS) manager window, open your virtual folder, e.g. AdlibWebApp, right-click the wwwopac folder (which holds the executables) or the main folder and choose the option Properties. Set the execute permissions for this folder as in the image below. Note especially that Execute permissions has been set to Scripts and executables, and that the options The designated directory, Read, Log visits, and Index this resource (this one especially for MS indexing service, if you use that) have been marked. Click OK. 
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6. In the Internet Information Services (IIS) Manager choose Web Service Extensions, select All Unknown CGI Extensions, and set the Status of it to Allowed: this is necessary to be able to run wwwopac.exe or oaiserver.exe under Windows Server 2003. 
Also set Active Server Pages to Allowed.
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7. Under Windows Server 2003 you also have to create an application pool. Right-click Application Pools in the left pane, and choose New > Application Pool… in the pop-up menu. In the Add New Application Pool window, enter a name behind Application pool ID, for instance Adlib CGI in the case of wwwopac.exe. Mark the Use existing application pool as template option and select the DefaultAppPool in the Application pool name drop-down list.
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Open the properties of the application pool you just made, by right-clicking it in the IIS Manager and choosing Properties. Open the Identity tab in the properties window. Choose the Predefined security account Local System. Local System has more rights than Network Service, and although this choice has proven to not always be necessary, it is recommended.
Note: only if you using installing wwwopac.ashx instead of wwwopac.exe, then the application pool identity must also be added to the IIS_WPG user group on the server computer. (The IIS_WPG user group is available from IIS 6.0.) It provides the minimum set of user rights and permissions required to start and run an ASP.NET application (a so-called worker process) on a web server. On a clean installation of IIS 6.0, the IIS_WPG group contains the Network Service, Local Service, LocalSystem, and IWAM_ComputerName accounts. Making an identity a member of the IIS_WPG group is a convenient way to configure a custom identity for a worker process without manually assigning privileges and permissions.

To add your application pool identity to the IIS_WPG user group, open Computer management, right-click the Groups node in the left window pane, right-click IIS_WPG in the list on the right and choose Add to group. Add your identity in the window that opens. The IIS_WPG group has Read & Execute, List Folder Contents, and Read permissions on every web site directory by default. 
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 Internet Server settings in the IIS manager
8. For Internet Server (not the oaiserver): in the opened virtual folder AdlibWebApp (or the name you chose yourself) in the Internet Information Services (IIS) manager window, right-click the xml folder* and choose the Properties option. Uncheck the Read option (remove the tick in front of it, see the figure below): this way, you make sure that this folder and the files in it cannot be opened in the browser (by users). Click OK.
* If your virtual directory only concerns the executables folder (because you’ve placed the Internet Server web application files, and thus the xml folder, elsewhere), then you must skip this step and the next as well.
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9. Also just for Internet Server: in the opened virtual folder AdlibWeb​App, in the Internet Information Services (IIS) manager window, right-click the custom folder* and again choose the option Properties. Here, uncheck the Read option too, to make sure this folder cannot be opened in a browser. Click OK.
* Skip this step if the custom folder is not present.
10. Under Web Sites in the IIS Manager, select the folder in which wwwopac.exe or oaiserver.exe runs. Right-click it and choose Properties in the pop-up menu. 
Open the Home Directory tab in the window that opens and select the Application Pool you created earlier. 
Click the Configuration… button on the same tab to open the Application Configuration window. Mark the Enable parent paths option on the Options tab. This setting is necessary for the Internet Server and ASP, not for wwwopac.exe or oaiserver.exe.

3.2 Step 2: IIS 7 setup under Windows Server 2008 XE "virtual folder" 
 installing wwwopac or oaiserver XE "virtual folder" 
Besides a new subfolder for all web service files, you need to make at least one so-called application (previously a virtual folder) in IIS XE "IIS" , to secure your server and to create an Internet address. 
Contrary to wwwopac.ashx, the wwwopac.exe is not dependent on a .NET framework, so it is not mandatory to create a separate application pool for wwwopac.exe, and neither is it mandatory to define the wwwopac folder as a web application. However, we do recommend to create a virtual directory for the folder which contains wwwopac.exe, and then to convert this directory to a so-called application.

In Windows Server 2008, the web service setup is as follows:

1. For the installation of wwwopac.exe or oaiserver.exe, open IIS by clicking Start > All programs > Administrative tools > Server manager. (Skip this step and step 2 if you are installing wwwopac.ashx.)

[image: image13.png]Bl Action Wew

Help

¢=|=E

B S

ok
Featires
Dignosts

| Cofiraton

& sorsce

et an overview of the status of this server, perform top management tasks, and add orremove server roles

B and Features.

) Server Summary
¥) Computer Information

¥) Security Information

) Roles Summary

) Features Summary

(%) Resources and Support

(3% Last Refresh: 6/3/2009 4:34:00 PM _ Configure refresh

H server summary
18 ChangeSysem Properes

P Goto windows Frewsl

H Roles sunmary b
T e

] Rosources and spport o






2. In the left window pane, click the Roles node and then click the Add role Services option right next to the Role services header in the Web Server (IIS) section in the right window pane (fold in sections or scroll down if you do not see the section immediately). The Add Role Services window opens. In it, select the Role services page and mark the CGI checkbox. Click Next and then click Install. 
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If CGI has been installed already, the CGI checkbox will be displayed checked and greyed out. Close the Server Manager.
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3. Start the Internet Information Services (IIS) Manager by clicking Start > All programs > Administrative tools > Internet Information Services (IIS) manager and in it open the Sites node. Then right-click the site in which you want to accomodate your web service, the Default Web Site for instance.
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4. In the pop-up menu that opens, choose Add Application if you are installing wwwopac.ashx (after which the Add Application window opens), or choose Add virtual directory if you are installing wwwopac.exe or oaiserver.exe (after which the Add Virtual Directory window opens). To continue with a wwwopac.ashx installation, proceed with step 5; to continue with a wwwopac.exe or oaiserver.exe installation proceed with step 8.
If the new wwwopac.ashx web service is the only one running on the server, then of course the default .NET 4 application pool can be chosen. However, if multiple web services are present on the server, it’s best to configure one application pool per web service, to keep the processes of the web services separated at all times. 
5. For the wwwopac.ashx application: first, enter the desired Alias for the application, for example AdlibWebService or Adlibwwwopac; choose a clear, descriptive name. Then select the path to the physical folder on your system in which wwwopac.ashx and its accompanying subfolders and files can be found. The syntax of the URL for calling the Adlib web service becomes:
http://<webserver>/<applic_alias>/wwwopac.ashx
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6. Click the Select button to set the base application pool. Select ASP.NET v4.0. Click OK.
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7. Click OK in the Add application window to create the application. In the Internet Information Services (IIS) Manager, you’ll then ob​serve that the new application has been added to your website.
Your wwwopac.ashx setup in IIS is finished now: skip the rest of the steps in this chapter.
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8. For the wwwopac.exe or oaiserver.exe virtual directory: first, type a clear and descriptive name for the virtual folder in the Alias field, AdlibWebService, Adlibwwwopac, AdlibOAICollect or AdlibOAIDocument for example.
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For OAI Server each database configuration folder - \oaicollectconfig or \oaidocumentconfig for example - must get its own virtual directory! 
Then select the path to the physical folder on your system in which all Internet Ser​ver/OAI Server subfolders and files can be found (for example the folder \InternetServer, \wwwopac, \oaicollectconfig or \oaidocument​config). Then click OK to create the virtual directory.

The syntax of the URL for calling the Adlib web service becomes:
http://<webserver>/<applic_alias>/wwwopac.exe or http://<webserver>/<applic_alias>/oaiserver.exe
9. Click the Connect as button and select Application user in the dialog which opens. Click OK in both windows to create the virtual directory.

10. Underneath the Default Web Site, your new virtual folder now appears. Right-click it and choose Convert to application in the pop-up menu. The Add application window opens, with virtual directory details already filled in. Click the Select button to set the base application pool. Select ASP.NET v4.0. Click OK in both windows to create the application pool.
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11. To make sure that the wwwopac.exe will be used as CGI handler and won’t be downloaded as a file, you’ll have to create a handler mapping in IIS. 
Select your virtual directory and double-click the Handler Mappings icon in the middle window pane. When the Handler Mappings page is visible, click the Add Script Map option underneath Actions in the right window pane.
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12. The Add Script Map window opens. In the first entry field, enter wwwopac.exe (or oaiserver.exe if that’s the one you’re installing), and in the second field enter the path to it, for example like in the figure below. In the last entry field, enter a name of your choice for this executable reference; this name identifies the handler mapping in the mapping list in the IIS Manager main window. 
Make sure that the name of the executable: wwwopac.exe or oaiser​ver.exe, in the first two entry fields both have been entered in lower case, like below, or both in capitals (otherwise you’ll get an error message). 
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Click the Request restrictions button to check if the proper restrictions have been set: this is usually the case, by default. No settings have to be marked on the first two tabs, and on the third at least Script access must have been selected. Click OK in both windows.
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In the Add Script Map message which then appears, click Yes.
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13. The Script Map for wwwopac.exe (or oaiserver.exe) has now been created and is visible in the Handler Mappings list.
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 Internet Server settings in the IIS manager

14. For Internet Server (not the oaiserver): in the opened virtual folder wwwopac (or the name you chose yourself) in the Internet Information Services (IIS) manager window, right-click the xml folder* and choose the Properties option. Uncheck the Read option (remove the tick in front of it, see the figure below): this way, you make sure that this folder and the files in it cannot be opened in the browser (by users). Click OK.
* If your virtual directory only concerns the executables folder (because you’ve placed the Internet Server web application files, and thus the xml folder, elsewhere), then you must skip this step and the next as well.
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15. Also just for Internet Server: in the opened virtual folder AdlibWeb​App, in the Internet Information Services (IIS) manager window, right-click the custom folder* and again choose the option Properties. Here, uncheck the Read option too, to make sure this folder cannot be opened in a browser. Click OK.
* Skip this step if the custom folder is not present.
16. For the Internet Server, you have to add an application pool. In the Internet Information Services (IIS) Manager underneath Connections, right-click Application pools, and choose Add Application Pool in the pop-up menu which opens.
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17. The Add Application Pool window opens. Fill it in like below, although from Internet Server 3.1.2, you must select .NET Framework v4.0 instead of 2.0. You can also choose a different name for the application pool, if you want to (note that no spaces are allowed in the name. Click OK.
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18. In the IIS manager underneath Connections, select the Application Pools node, if that is not the case yet. In the Application Pools list, you’ll see your new application pool. Select that new application pool en click the Advanced settings option underneath Actions in the right window pane.
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19. The Advanced Settings window opens. Click Identity underneath Process Model and then click the … button in the entry field next to it which currently reads NetworkService.
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20. The Application Pool Identity window has opened. Set the Built-in account to LocalSystem, and click OK.
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21. The Internet Server should now be defined as an application in IIS. Right-click the website to which you want to add the Internet Server, in the example below the Default Web Site, and choose Add Application in the pop-up menu which opens.
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Enter an Alias for the application, like in the figure below (do not include spaces in the name).
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Click the Select button, set the Application pool for this application to the pool that you just created, AdlibInternetServer3.1.0 in our example, and click OK.

In Physical path you should now enter the path to the folder which holds your Internet Server folders and files. Click the … button next to this entry field to be able to look up the relevant folder on your system.
Note again that the folder which holds wwwopac.exe does not necessarily need to be part of this Internet Server main folder. In our example, wwwopac.exe is located in D:\wwwopac, while D:\Internet​Server3.1.0 concerns the Internet Server main folder.
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22. The Internet Server main folder is now visible as an application underneath Connections. Select that application and switch the middle window pane to Content view (a button at the bottom of this window) to display the files and folders of the application. Then right-click the Default.aspx file and choose Browse to see if the new application will start up.
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Your Internet Server webapplication now opens in your default internet browser; you cannot work with it yet, because the application hasn’t been configured yet. In our example, the result is as follows:
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3.3 Step 3: install adserver

For Internet Server (not the oaiserver) and only when adserver.exe has not been installed yet: in the Windows Explorer search the InternetServer\wwwopac folder you just installed (or the folder with the name you chose yourself), and open it. Right-click the adserverInstall.bat file and choose Edit. Behind workdir, change the path to the wadcirc directory on your hard disk. Save the file and close it.
Then install adserver.exe by double-clicking the adserverInstall.bat file.

3.4 Step 4: modify adlibweb.xml

The adlibweb.xml file serves to initialize the wwwopac or oaiserver. In here you must at least enter a <databasepath> and a <database>.
· See chapter 1 in the WWWOPAC reference guide for more information about configuring wwwopac.exe through adlibweb.xml (and possibly the chapters 3 and 4 for OAI, respectively SRU settings).

· See http://api.adlibsoft.com/site/documentation for more information about configuring wwwopac.ashx through adlibweb.xml.

3.5 Step 5: modify globalsettings.xml XE "xml" 
Contrary to adlibweb.xml, in which you provide wwwopac settings necessary for searching and for the search results to generate, in an XML document named globalsettings.xml XE "globalsettings.xml"  in the custom\xml subfolder of your new InternetServer-directory you make general settings for the Internet Server web application.

The Internet Server web application (not for OAI Server) has to be told first which information comes from which virtual folders XE "virtual folders" . That is why the path to the webopac must be set in globalsettings.xml. 

Files with standard (Adlib) names in the subfolders of \custom XE "custom"  (if present) have priority over files with the same name in other folders, and will not be replaced when an update of the web application is being made. So all files in which you make alterations, have to be copied first from the concerning InternetServer-subdirectory, to the proper InternetServer\Custom-subdirectory. One file has already been copied for you, so you can edit this directly: globalsettings.xml. 

The path to the virtual folder in globalsettings.xml is specified in a code fragment that should look something like this:

<dataservers>

  <server>

       <url>

         http://demo.adlibsoft.com/adlibIS3/bin/wwwopac.exe
       </url> 

  
 <globalEmail>info@adlibsoft.com</globalEmail> 

         <smtpserver>smtp.adlibsoft.com</smtpserver> 

    </server>

  </dataservers>

Behind <url>, enter the (http) URL to the wwwopac in the virtual folder on your system. 
For the <globalEmail> you can enter your own “send from” address which is used when the web server sends an e-mail.

Most other settings in globalsettings.xml do not have to be changed if you installed your Adlib system by the defaults. Depending on the deviations in your installation, you do have to adjust the relevant settings. Below, you’ll find some more examples. Note that in globalsettings.xml itself most settings are clarified briefly, helping you to make correct adjustments.

Let’s view the <documents> group, for example:

<documents>

  <file type="Reproduction/reproduction.identifier_URL">

    <item>

  
      <source>../images/</source> 

  
      <destination>../../database/images/</destination> 

  
      <downloaddestination>images/</downloaddestination> 

    </item>

    <item>

  
      <source>../test/</source> 

  
      <destination>images/</destination> 

    </item>

  </file>

</documents>

Here, you can indicate per field which input strings must be replaced, for the Adlib Internet Server to correctly display images, external documents or for downloading zipped images and documents. This is necessary if the path which Internet Server uses is different from the entered path in your regular Adlib application. The “reformatted” value will be included as an attribute in the XML. This happens on-the-fly when retrieving the relevant file; no changes are made to the original data in the database.

In the example above, all entries of the reproduction.identifier_URL field with the value ../images/ or ../test/, get two extra attributes, namely weburl and downloadUrl. The weburl is a relative path to the image, with respect to the location of the Internet Server 3 web application. The downloadUrl is a relative path with respect to the location of the zip server. An example of the reproduction.identifier_URL node after the replace action, is the following:

<Reproduction>

 <reproduction.identifier_URL 

  weburl="../../database/images/M53.jpg" downloadUrl=
         "images/M53.jpg">

  ../images/M53.jpg

 </reproduction.identifier_URL> 

</Reproduction>

The <session> group contains settings which are set again per user session. In the example below you can see a selection of elements from this group. The elements themselves are subdivided into groups again, so that it’s easy to see which settings belong together:

<session>

    <enableDownload>true</enableDownload>

    <zipServerUrl>http://demo/getzip</zipServerUrl>

    <recordgroupname>Groupname</recordgroupname>       

    <recordusername>Username</recordusername> 

    <type>advanced</type> 

    <database>ChoiceFullCatalogue</database> 

    <language>en</language> 

    <searchedfor>true</searchedfor> 

    <enableListPopUp>true</enableListPopUp>

    <debug>0</debug> 

    <limit>50</limit>    

    <highlight>1</highlight>     

    <scanLimit>20</scanLimit> 

    <userdatabase>borrower</userdatabase>       

    <login>login_name</login>      

    <pass>password</pass>     

    <email>email_address</email> 

    <usergroup>test</usergroup> 

    <name>borrower_name</name> 

    <number>borrower_number</number> 

    <loan>true</loan>    

    <adserver_userid>gebruiker1</adserver_userid> 

    <adserver_password>pw1</adserver_password> 

    <adserver_location>centrale</adserver_location> 

    <loans_emailFrom>noreply@adlibsoft.com</loans_emailFrom> 

    <loans_emailTo>noreply@nl.adlibsoft.com</loans_emailTo> 

    <notification>false</notification>

    <sdi>true</sdi> 

    <adapl>docfull</adapl> 

    <expiryInMonths>40</expiryInMonths>

    <globallogin>false</globallogin>

</session>

<displaylist>

  <dataset type="ChoiceFullCatalogue" presentationMemory="true">

  <file selected="true" display="brief" label="CaptionBriefXSL">
   briefLibrary.xsl</file> 

  <file selected="false" display="brief" label=
   "CaptionCompactBriefXSL">compactBriefLibrary.xsl</file> 

  <file selected="true" display="detail" label="CaptionDetailXSL">
   detailLibrary.xsl</file> 

  <file selected="false" display="detail" label="CaptionISBDXSL">
   detailIsbd.xsl</file> 

  <file selected="false" display="detail" label="CaptionMARCXSL">
   detailMARC.xsl</file> 

  <addToQuery /> 

  <downloadfields>

    <field>example_field</field> 

    <field>reproduction.identifier_URL</field> 

  </downloadfields>

  </dataset>

</displaylist>

Explication of elements:

EnableDownload: switches the possibility for downloading on or off. Switching it on, means that on the Selection tab in the web application a button will appear for downloading images or zipped documents.

ZipServerUrl: this is the location of the virtual folder in which getzip.aspx runs.

Recordgroupname: this should contain the field name of the group name that is included in the catalogue record.

Recordusername: here you must enter the field name of the user name that is included in the catalogue record.

Type: determines whether the user starts with the simple or the advanced search form.

Database: this is the database name with which the web application starts. This has to be the same name as defined in the adlibweb.xml.
Language: With language you specify the language in which a user finds the web application at his or her first visit. 
However, in the web application, the user is immediately offered the option to choose from other languages. Internet Server 3.1.0 by default offers: English (en), Dutch (nl), French (fr) and German (de) and Arabic (ar). 

An example of this setting for Dutch is:


<language>nl</language>

In the LanguageChooser.ascx user control you’ll find the language codes you can use. You may add new language options here, if you want (but only if you can offer all texts in the web application in that/those new language(s), of course).

(Often used abbreviations for languages are laid down in ISO-standard 639-2 and 639-1; see http://lcweb.loc.gov/standards/iso639-2/englangn.html).

Debug: enables (1) or disables (0) debug mode; the default is ‘off’. This can be set both through the form as in the web configuration file. Debug mode is useful in application development. This mode displays extra information about wwwopac, on the input variables and the search query composed by wwwopac. Moreover, a file named time_log.txt XE "time_log.txt"  is created in your Internet Server bin folder, in which the duration (in seconds) of different parts of the execution of the aspx script will be logged. For this purpose, that execution is divided up in four parts: 1. initialisation (everything preceding sending the wwwopac urls); 2. http requests (from sending requests, up to and including receiving the xml – these durations are logged per server/url); 3. the undoubling/combining of all xml files; 4. further processing of the xml and displaying the html (finish).

Limit: this is the number of records that wwwopac retrieves at one time. This setting can be submitted through a CGI-string as well as through globalsettings.xml. 

Maxlimit: sets a limit for the values that can be entered for limit. This variable can only be specified in globalsettings.xml and is meant to protect web servers against a DoS-attack. (Denial of Service by flooding a server with an overload of requests).

Highlight: switches the highlight function (in search results) of the Internet Server on (1) or off (0). If highlighting has been set in adlibweb.xml, you must also set it in globalsettings.xml to actually apply highlight layout in the web application user interface.

Scanlimit: this is the number of records that will be displayed if the user clicks a List button.

Userdatabase: the name of the database which holds user names and their login data. 

Login, pass: the Adlib fields which are being used for authentication of user data during login.

Email: the field name in the users database, in which the e-mail address of the user can be found.

Usergroup: the field name of the user group in the users database.

Name: the field name in the users database, in which the name of the user can be found.

Loan: switches the possibilities for loan transactions on or off.
If you allow visitors to borrow items from your collection, then the program adserver.exe XE "adserver.exe"  must be started for the loan. You need a user identification and a password for this. These are the same as the ones you use for the Loans transactions application. You can adjust the <adserver_userid> and <adserver_password> below to your own settings, if necessary.

SDI: switches the subscription service on or off.

Globallogin: all users first have to log in if this option is set to true. Only after logging in, pages can be requested in the Internet Server webapplication.

Displaylist: the next group consists of the <displaylist>. In here, the databases to be shown to the user are listed, the detail and brief presentation XSLT stylesheets to be used (to transform the XML search result from wwwopac to HTML) are selected, and any download fields are indicated.

Because multiple presentations are possible, multiple brief and detailed presentations can be included. With the attribute selected=”true” you specify which presentation will be offered first. For any one dataset only one brief display can be set to true and one detail. You can change these settings, and possibly adjust the stylesheets themselves as well.

Further it is possible to submit extra information per database: 

· With <addToQuery> you can specify a part of the search statement that must always be added to queries for that database. This way you can shield certain content on field level.

· The <downloadfields> indicate which fields must be sent to the zip server. From within a selection of records, the referred files can then be downloaded by clicking the Download as zip button.

3.6 Visiting the Internet Server web site locally

1. Start the browser from the station on which you installed the Adlib Internet Server, and enter the following URL: http://localhost/AdlibWebApp
The Adlib Internet Server web application 3.1.0 now opens.
* Instead of AdlibWebApp, fill in the name of your own virtual folder.

2. You can also visit the web application from other desktops when your server has been set up in a network environment. Start the browser from a workstation that’s in the same network as the server on which you installed Adlib Internet Server. Enter the URL from the previous step again, but replace localhost by the name of the server in the network or the ip-address of the server, for example http://local_server/AdlibWebApp or http://192.168.0.3/AdlibWebApp. The Adlib Internet Server web application now opens.
* Instead of AdlibWebApp, fill in the name of your own virtual folder.

If the web application doesn’t work as expected, it might be sensible to test the backend (wwwopac.ashx) separately from the frontend (the web application). That way you can find out more easily where the problem lies. In the browser, you can approach wwwopac.ashx directly and submit a query, after which the search result will be displayed as XML in the browser. See http://api.adlibsoft.com/site/ for examples of queries. 

3.7 Testing the OAI Server

See chapter 3.6 in the WWWOPAC reference guide for information about this.

4  User authentication
Anonymous internet users who retrieve data from the Adlib SQL database via your web application, enter your network under one and the same IIS (Internet Information Services) account name, by default this is IUSR_<server> in which <server name> has been replaced by the actual name of the server on which the web application runs; under Windows 2008 (and Vista), the default account name is just IUSR.

If you use SQL Server authentication, in principle all users have full access rights, but because internet users can only access the database via wwwopac and since wwwopac can only retrieve data (unless specified differently in the web configuration file) and cannot write or delete, your database is already protected quite well this way. A further refinement of the access rights for anonymous internet users is possible, for instance by specifying access rights on record level in Adlib: the IIS account name for the anonymous users can then be entered as user name in a field to be added to your application for this purpose, which has to be set as Authorisation user field with Exclude as Authorisation type in the database. Every record in which subsequently said account name is stored, is excluded from results of any wwwopac search from then on. See the Use the authorisation functionality paragraph in the User authentication and access rights topic under the General topics chapter in the Designer Help for an explanation about setting up this type of access restriction.
If you use Windows authentication, the account name for the anonymous internet user must be set as login name in SQL Server, with just the read-only access rights for example. It is possible that the default account name is not available in SQL Server, in which case you’ll have to create a different account name for the anonymous users in IIS yourself. That name should then appear amongst the Active Directory account names of users when you create a login in SQL.
In both cases, the anonymous internet users must have read-only rights to the folder in which the Adlib .inf files are located. For this purpose, these files can be copied to a suitable location, if desired.


See the Setting up SQL Server for Adlib chapter in the Installing Museum, Library and Archive manual for more information about setting up user authentication.

5 File types

Your sub folder for the Adlib Internet Server contains the following file types:

.asax XE "asa" 
For each application there is one file with the .asax extension. This file is called global.asax and contains code that can be executed per application and per session. The global.asax file defines, amongst others, variables that are used in the application as a whole. It also loads static objects such as stylesheets, once only per application. 
With the implementation of .NET, the source code is first compiled into a .dll, so global.asax itself does not contain code.

.aspx XE "asp" 
These are .NET-specific files which look a lot like standard html files. In here you can specify the layout of the web application. A noticeable difference with html pages are the lines in between <% and %>. There you define which user controls you wish to use, and how the page should behave. Further you’ll find normal html tags, and user controls defined by AIS. The latter are similar to html tags, but their names have been specified by AIS.

web.config

This XML file is .NET-specific and contains configuration elements normally found in IIS, such as session time-outs, debugging, etc.

.css XE "css" 
A css (cascading style sheets) file determines the style of the elements (link, table, font, colour, background, margins, etc.) on a web page.

Anything in a css file can also be defined directly between the style tags in an HTML file. Preferably use a visual program for modifying a css file, such as Dreamweaver or Visual Studio. 

.lic 

You have an adlib.lic licence file, specific for your user agreement with Adlib. To be able to use the Adlib software, this file (or copies of it) and the accompanying adliblic.dll should be present in all directories in which Adlib .exe files occur, normally the bin or executables, tools and wwwopac subfolders of your (web) application.

wwwopac.exe XE "wwwopac.exe" 
An exe file (executable) is an executable program. Wwwopac.exe is a CGI program (Common Gateway Interface). It serves as an intermediary between a workstation and the Adlib search engine. It translates search queries in the form of http commands (according to the CGI standard) into an Adlib search query, and executes them. Wwwopac.exe is the only executable that is necessary for Adlib Internet Server.

.xml XE "xml" 
XML (Extensible Markup Language) is a standard with which data can be stored into a text file in a structured manner. Unlike an HTML document, an XML document provides information about the contents of the data, and not about its layout. So XML gives no information about presentation.

The sub folder \xml contains files with several settings for the web application. It can be used to determine the layout of forms, start-up settings and help texts. 

Records that have been found with wwwopac are returned in XML. But the user on the internet will never see this XML, unless the web application is running in debug mode (then these XML files can be made visible).

The former www file is now called adlibweb.xml, and initialises the wwwopac. When a search is started, this web configuration file is read so the Adlib search engine can use the correct conditions for the search. The wwwopac program uses the commands in the web configuration file to obtain information on where it should search, and in what way the result should be presented to the web user.

The web configuration file may contain both complete paths and relative paths.

.xslt XE "xsl" 
The transformation of an XML file (e.g. to HTML or XML in another format) can be specified with XSLT (Extensible Stylesheet Language for Transformations). 

XML documents can be transformed with XSLT into HMTL pages that can be viewed in a browser. This transformation can take place in two ways. The first way is by indicating in the XML file which XSLT file should be used for the transformation. When this file is retrieved in a browser (that supports XML transformation), the transformed document will be presented. This is called client-side transformation. We do not use this type in our Adlib web applications, because it makes users dependent on a type of browser that supports XML, and not very many users have those yet. 
The second way circumvents this problem and is called server-side transformation. The transformation now takes place on the web server, so only the server needs to support XML. The transformed document can now be sent to the user. This way also allows for multiple small pieces of transformed XML to be used on the same page.

The subfolder \xsl contains files that determine the layout of forms and records. (Together with the css styles, all of the graphic design is determined.)

6  Adlib OAI Server

The OAI-protocolXE "OAI-protocol", based on HTTP and XML, is a metadata harvesting protocolXE "metadata harvesting protocol", intended to make the normally invisible contents of internet databases accessible and searchable by search engines through a submitted term. In other words: if you would like to make one or more of your Adlib databases searchable and indexable for internet search engines, then OAI is an interesting protocol for this purpose. (Fore more information, see chapter 3 in the WWWOPAC reference guide.)

Until early 2005, you had to buy a license for Adlib Internet Server, to be able to use the OAI-protocol for your Adlib system: this is because the Adlib OAI server is a part of wwwopac.exe. But since AIS would like to stimulate the use of OAI, there is also a separate Adlib OAI Server available (oaiserver.exe), and it is completely free of charge for Adlib customers; a license for the Internet Server is no longer necessary. We have put together an surveyable and relatively easy to install package, in which most settings are ready-to-use (although you are welcome to edit them). Aside from executable files, in this package you’ll namely find two largely set configuration files for the COLLECT and DOCUMENT database (according to Museum Plus 2.1.2 up to and including 4.2), and in their own folder two accompanying xslt stylesheets with a mapping of  about fifteen Adlib fields to Dublin Core elements (see http://www.cimi.org/). So you don’t have to make all this yourself. Little stands in your way anymore to start using OAI!

For a list of system requirements, see chapter 1.1 in this installation guide.

If you already have an Internet Server web application, and you wish to put OAI into service, then in principle you don’t need oaiserver.exe because OAI support is already built into wwwopac. However, you can copy the \oaidocumentresult and \oaicollectresult folders from the OAI package and paste them next to your Internet Server \bin folder, and copy the <oaiconfiguration> section from the accompanying adlibweb.xml file and paste it in your own adlibweb.xml file for Internet Server, to be able to have a quick start.
On the other hand, for an official validation of your new OAI repository (see chapter 3 in the WWWOPAC reference guide) it is necessary to use oaiserver.exe. This is because for wwwopac it is not always clear in what context it is being called. The error handling of oaiserver.exe completely meets the requirements of the OAI protocol and allows validation. If validation is desired – this is necessary to be able to register your repository with certain search engines – then follow the installation procedure below.
6.1 Installing the OAI Server: global setup

1. Go to the download page on our web site, to get the OAI package, if you haven’t done that already, or request it through our helpdesk if the package is not being offered as a download.
2. E-mail our helpdesk with your organisation’s details, for the password that is necessary to unpack the .zip file. 

3. The Adlib OAI Server must be installed as supplementary program to an existing web server (IIS 6.0 or higher for Windows 2003 or 2008). No web application is needed to address the OAI Server. Now, place the unpacked OAI package and configure IIS according to chapter 3.1 and 3.2 or 3.3 in this installation guide. 
Note that you’ll find two folders in the main folder of the OAI package: Collect and Document, that in turn are divided into a configuration and result folder. Leave this division intact. Although you only need one \data folder, you’ll have to have a separate folder for each database that you want to make available for OAI harvesting, in which the executable server files and the settings files are located.

4. Copy your adlib.lic license file to the subfolders \oaicollectconfig and \oaidocumentconfig.

5. There are two prepared OAI configurations, one for the DOCUMENT and one for COLLECT database, each in its own folder. Depending on which databases you have, and wan to make available for OAI harvesting, you can put one of them or both into action. 
So you’ll find two folders in the main folder of the OAI package: Collect and Document, that in turn are divided into a configuration and result folder. Leave this division intact. Although you only need one \data folder, you’ll have to have a separate folder for each database that you want to make available for OAI harvesting, in which the executable server files and the settings files are located.
In the adlibweb.xml configuration file of each database that you want to make available, you must make some adjustments (open them in a text editor):

· Dependent on where your \data subfolder is located with respect to oaiserver.exe, you’ll have to change the relative path in <databasepath>..\data</databasepath> to the actual situation. This could be ..\..\data for instance, if the \data subfolder is located at a level higher. It may also be an absolute path to a drive or a UNC path.

· You must fill in <OAI_REPOSITORY_NAME>, <OAI_DIR> and <OAI_ADMIN_EMAIL> yourself. (See chapter 3 in the WWWOPAC reference guide for an explanation of these settings.)

· Optionally, also the following settings may be adjusted, but in principle you don’t need to: <OAI_REPOSITORY_IDENTIFIER>, <OAI_MAX_RECORDS>.

Note that you may adjust the mapping in the xslt file (for instance because the field names in your application are different), and that you may also make other databases available, by copying the Collect folder for example, and renaming it to the other database, and then by editing the concerning adlibweb.xml and oai_dc.xsl file and also applying the rest of the installation procedure to this new folder.
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